
Some simple ways of doing it .. Because you need to feel 
yourself a hacker 



 Brute force with different tools like ncrack, hydra or medusa.

 Brute force for hashed passwords with john the ripper

 Online password hacking

 Wifi password hacking



 It’s all about passwords .. They are the most critical point in a lot of systems

 We need a password list with a lot of passwords

 We need to have a host to atack

 We need to know the users of the host computer









umask 077 
unshadow /etc/passwd /etc/shadow > 
passwd_file





 IP Address of the website

 URL

 type of form

 field containing the username

 field containing the password

 failure message





 We need to enable the Proxy and Intercept on the Burp Suite like I have below. 
Make sure to click on the Proxy tab at the top and then Intercept on the second row 
of tabs. Make certain that the "Intercept is on.” 













Because you 
don’t want to 
pay for your 
own.



 airmon-ng















 Your password must be complicated … a random complicated string is fine ... but 
be sure to not forget it

 Change your password very often and update software

 Use multifactor authentication

 If biometrics is an option, take it

 Different accounts need different passwords

 Consider a password manager

 Do not save your password on web browsers

 Don't fall for phishing

 DO NOT TELL YOUR PASSWORD TO YOUR FRIENDS


