
Concepte și noțiuni privind securitatea informațională  
Ore planificate: 2 ore 
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Obiective de referință 
- să  identifice principalele concepte și noțiuni de securitate informațională; 
- să estimeze importanța și necesitatea unei strategii care să cuprindă reglementări 

comprehensive ale tuturor vectorilor securităţii informaționale;  
- să determine rolul statului în gestionarea problemelor de securitate informațională. 
- să relateze despre istoriografia cercetării securităţii informaționale; 
- să estimeze riscurile, crimele şi fraudele informaționale;  
- să evalueze politica de securitate a informaţiei în cadrul instituţiilor publice și metodologia 

cercetării. 
 

Unități de conținut 
 

ü Concepte și noțiuni privind securitatea informațională; 
ü Strategia securităţii informaționale a Republicii Moldova; 
ü Evoluția şi accesul la tehnologia informaţiei - un număr tot mai mare de incidente 

cibernetice motivate politic împotriva securităţii statelor. 
ü Instrumente şi metode de lucru pentru îmbunătățirea strategiilor de securitate 

națională/internațională.  
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